Module Description

Print Management module aims
to help corporations to manage
printing facilities and optionally

back up the image of printed

documents.

Features

Limit users to use printers
Detailed print log about
local network, shared and
virtual printers usages
Back up printed
document in image file

Print Management Module

Monitor and control print actions to prevent data leakage

Print Management Challenge

How do you know the printing services are used properly in your office? Are
you concerned that some important files may have been printed? Can you
centrally control and monitor the usage of printers? Sometimes, files may
be converted to PDF or image files and then sent out by way of email or IM
tools. To prevent information leakage, whether through physical or virtual
printers, print management should not be neglected.

IP-guard Solution

Print Management module includes printer access control and recoding.
System administrator can control agent computers to access different types
of printers including local, shared, network and virtual printers. Also, if
Record Printed Image is optionally selected, all backup printed files are
saved into image formats. Moreover, the detailed print log includes printer
type, time, computer name, user name, print task, printer name, number of
printed pages, document caption and application by which the file was
printed.
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IP-guard effectively controls various types of printer such as local printer, shared printer,

network printer and virtual printer.

www.ip-guard.com




IP-guard eliminates internal threats.

Print Control

Administrator can prevent users from using specified printer types including local, shared, network and
virtual printers.

Print Backup

IP-guard can back up the image of printed files. Moreover, backup images can be saved and viewed in
Print Log.

Print Log

Contents of Print Log include printer type, time, computer name, user name, print task, printer name,
number of pages, document caption and application by which the file was printed.
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More Suggestions

There are many ways to cause information leakage apart from printing, such as email sending, instant
messaging, endpoint usage. We would recommend you reading the details relating to Email

Management, IM Management, Device Management, Removable Storage Management and Document
Management.

Available Modules for Your Selection

Application Management IT Asset Management

Bandwidth Management Network Management

Basic Management Print Management

Device Management Remote Maintenance

Document Management Removable Storage Management
Email Management Screen Monitoring

IM Management Website Management
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